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Abstract: Nowadays, banking transactions are one of the most important daily services that fulfill a society needs. The broadly growth of information technology usage pushed banking institutions to embrace advanced technology to launch new electronic services. Internet technology has influenced the banking practicability because of its capability to enhance performance of financial operations. A major concern of Internet banking systems is the customers’ perception of service quality that render Internet banking a unique environment due to the lack of physical interaction between bank personnel and the customer. Thus, there is a necessity need for banking institutions identify factors that convince customers and raise their intention towards usage of these services. The purpose of this paper is to set forth a valid means and contribute to the field of measuring online service quality with a focus on optimizing this perception via electronic transactions in the domain technology of the banking industry and its reliability by examining the most important factors affecting customer perception towards acceptance of Internet banking in Jordan. The conceptual framework formulated and developed in this research study is an extension to the Technology Acceptance Model (TAM). The model was tested with a survey sample of 500 banking customers chosen randomly. The findings of the study indicate that all mentioned factors in the hypothesized model (TR, SP, QI, AW, PU and PEU) have significant impact within creating a positive atmosphere for stimulating the acceptance and use of Internet banking systems. Data analysis is based on the Statistical Package for Social Science (SPSS).
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Introduction

In the past, firms had usually used digital computers to manage their routine operations. Now, however, advances in technology and information systems have enabled firms to streamline their transactions with suppliers, distributors and customers through the electronic exchange of information. Consequently, many firms are embracing online business, as a means of enlarging markets, enhancing productivity and reducing costs to improve customer service widely. Due to the recent witnessed development of information systems which intensively transformed the rules for all different industry practices, including the banking sector to digital systems to prompt the idea of Internet banking. Competitive banking institutions actively adapt to their changing environments. With the passage of time and the advent of technology, the size of an organization’s business must increase to gain recognition and profit. Today, banking sector firms are becoming more competing than before to increase their profit of market share. As through the adoption of advanced technologies have enabled banks to extend their customer base, where Internet banking has proved to be the future of new services in the digital era.

The diffusion of the Internet has obviously had a transformational effect overall society. It has opened a
new medium of communication for firms to communicate and get information in an entirely different way. The Internet can currently be considered as the cheapest distribution channel for standardized bank operations, such as account services or transfer of funds (Polasik and Wisniewski, 2009). In their study of Turkish online banking, Polatoglu and Ekin (2001) reported that the average cost of online transactions was $0.10, compared to $2.1 for a teller. Additionally, a study of Natarajan et al. (2010) argued that Internet banking has substantial advantages in terms of usefulness and purpose and as such, it attracts customers to use online banking services. From the viewpoint of the consumers, the decision to use Internet banking is frequently motivated by convenience and efficiency (Bruno, 2003), thus helps consumers in conducting fast and convenient financial transaction activities.

Since that banking industry is one of the major users of information and communication technologies in business life (Khrais and Abdalkrim, 2013), the new economic era has opened a new paradigm of globalization, liberalization and advanced technology revolution for banking institutions to create digital value of innovative services in the electronic financial domain across the globe. However, people can access Internet banking via computers and mobile devices (smartphones) connected to the Internet. Moreover, the benefits of self-service technologies are urged to stem from the fact that customers can access services when and where they want without some of the complications of interpersonal exchanges (Bitner et al., 2000). Internet banking system is a vital example of such advanced technologies and forms the main axis in this current study.

The Middle East region (ME), including Jordan, has recently witnessed significant financial, economic and technological development changes. Commercial banks in ME are dominated a large size of the capital market structure. The reputation of Jordan is growing as a center of financial attractive in the Middle East region is reflected by the increase of financial institutions registered that providing a variety of new banking services. Jordan has a successfully growing economy as its telecommunication industry has advanced tremendously in the recent years. The Central Bank of Jordan was launched a program called (E-fawateer.com) since 2015. It is a digital system for displaying and collecting invoices electronically. With this system Individual will be able to choose the right payment channel through the various payment channels, which include online banking, telephone, ATM, Jordanian post offices and from various accredited centers such as Carrefour and others. This system has various benefits such as reduce the time, money and effort of paying bills compared to the traditional way.

According to the latest statistics, the number of Internet users is estimated at about 7 billion and half across the world at the end of 2017. Further statistics clarify the total number of Internet users in Jordan is estimated to be 6,300,000, with 80% of the Internet penetration among the whole population of Jordan (IWS, 2017). This result obviously demonstrates that telecommunication and Internet sector is one of the fastest growing industries in Jordan. Despite of studies that discover the service quality of Internet banking technology are obtainable, in the same time, there are deficient studies of Jordanian context. Therefore, the motivations for this research is to develop and test a new theoretical model to provide more reliable source of information for the banking sector.

The main objective of this study is to investigate the direction effects of service quality dimensions on the acceptance of Internet banking by developing an Internet banking system model (for community in Jordan), that boosts their intentions to embrace this technology. To achieve this objective, the author proposes the research question as follows: “What factors affect the acceptance of using the Internet banking from the user’s perception of service quality?”. The remainder of the paper consists of the following sections: The next section presents an overview of literature review and Internet banking workflow. The next section presents a research methodology that includes the model development, experiment design and implementation followed by findings discussion, conclusions and future considerations.

### A Workflow of Internet Banking System

The rapid development of information and communications technology has obviously increased the competition between financial institutions through innovative strategies affected the industry of Internet banking and its service quality. The volume of digital transaction has witnessed exponential growth in volume and value whether it is digital wallet, interbank transfer or transaction by debit or credit card. The development and diffusion of Internet banking technology are expected to result in more efficient banking systems. Therefore, the acceptance of online banking services has been rapid in many parts of the world and banks that do not offer fully online services are expected to lose more of their customers over the next years. According to (Khrais and Abdalkrim, 2013), there are four basic services for online banking systems:

- View account balance with transaction history
- Paying bills, traffic violation and residence fees
- Transferring funds between accounts (locally and globally)
- Online purchasing and request credit card advance
Internet banking system is an innovative form of advanced technology with a series of set processes that the clients logs into the bank’s website through the web-browser installed on the PC and carries out various online transactions by using a private username and password based on the user’s selection (Laith, 2015). He added that online banking system is carried out in four main phases:

- The user runs on the installed operating system
- After the web-browser opened, users can access the bank’s website and then enters the Personal Identifying Number (PIN) and the password by using the keyboard
- The data input is encrypted by Secure Socket Layer (SSL) and transmitted to the bank’s server
- The bank’s server decrypts the transmitted information and processes of the user’s authentication

Notably, banks create their formal web site through the adoption of basic web technologies. Interaction between user and service provider systems is supported by multilevel dialogs. The bank account server as part of the system receives the instructions to provide the substantial functions to be performed on the bank accounts, whereby end users assume more responsibility for their own applications and they rarely have direct interaction with the operations staff of the websites. A study by Laith (2015) clarified the main functional components, their roles and contribution within the entire system, whereby the end-user can access the secure website of the bank via the Internet, as shown in Fig. 1.

From the viewpoint of financial institutions, the phenomenon of Internet banking assures the exploitation of new business opportunities in the banking domain in terms of more effective performance, greater economic efficiency and a quicker exchange among financial markets and that is through supports communication with other servers, such as Internet information servers. These participate in the environment and contribute other services and information to present a variety of online services.

The next section presents the development of the theoretical framework model.

**Development of the Theoretical Model**

The banking industry is constantly driven by new technological innovation, market uncertainty and intense competition. Therefore, the management structure of banking institutions plays a pivotal role in new technology service adoption. There has been a rapid shift from traditional banking to Internet banking due to adopting the latest technology to align business strategies, enable innovative, functional operations and present extended new services. Undoubtedly that the acceptance of both the Internet technology and online service providers is the drive essential adoption of Internet banking services.

Many researchers used different approaches or theories to predict and test the determinant factors that affect users’ acceptance of information technology systems, including the theory of reasoned action (TRA) (Ajzen and Fishbein, 1980), the Theory of Planned Behaviour (TPB) (Mathieson, 1991), the model of PC utilization (Thompson et al., 1991), the decomposed theory of planned behaviour (Taylor and Todd, 1995; Tan and Teo, 2000), innovation diffusion theory (Rogers, 1993; Agarwal and Prasad, 1999) and the moguls model of computing (Ndubisi et al., 2004). Nevertheless, the Technology Acceptance Model (TAM) was one of many theories that have helped in providing theoretical framework for research in the adoption of using information technology over decades due to its popularity with high credibility. In this context, (TAM) is applied in this current study as a theoretical background for some reasons:

- It is the most effective model in the field of information systems and technology for testing user acceptance and usage behaviour (O’Cass and Fenech, 2003)
- It has a predictive power which makes it easy to apply in different situations (Venkatesh and Morris, 2000)
- There is a common agreement among researchers that the model is useful in predicting individual’s...
acceptance of various technologies (Adams et al., 1992; Doll and Torkzadeh, 1998)

Since the introduction of TAM, many studies have applied it in a broad variety of IT applications to predict user acceptance behaviours of computer technologies. Many researchers suggest that additional variables in TAM are required to derive a better understanding of determinants factors influencing the decision of bank users to use Internet banking systems. As proposed by Davis (1989), the TAM depicts that perceived usefulness and perceived ease of use determines an individual’s intention to use a system and he added that research in technology acceptance must be addressed, how the other variables effect of usefulness, ease of use. Numerous studies have sought to expand the TAM by incorporating additional constructs (Taylor and Todd, 1995). Moreover, Moon and Kim (2001) suggested that to increase the external validity of TAM, it is necessary to further explore the nature and specific influences of technology and usage context factors that may alter the user’s acceptance. Therefore, perceived ease of use and perceived usefulness are not fully enough, necessitating a discover for additional factors that can better predict the acceptance of Internet banking.

In the current study, the researcher defines technology innovation as bridges to fit the gap between customer's expectation and their perceived experience of performance. Thus, the technology advancement increases the usefulness that leads to satisfying more users. In this context, this study proposes an extended version of the Technology Acceptance Model (TAM) modified by the researcher to determine the essential factors of service quality affecting customer perception towards the phenomenon of Internet banking acceptance in Jordan. The proposed variables were verified and tested to ensure the appropriate meanings. Thus, several hypotheses have been erected for examining the theoretical model in Jordan.

Trust (TR)

Trust is basically an essential element for any social and business relationships. Trust has been considered a decisive factor in stimulating purchases over the Internet (Quelch and Klein, 1996; Jarvenpaa et al., 2000; Stewart, 2003; Kim and Kim, 2005). Gefen et al. (2003) defined trust as the expectations that other individuals or companies with which one interacts will not take improper advantage resulting from the dependence one has on them. A study by Khalil and Pearson (2007) emphasized that the trust significantly influences the attitude towards Internet banking acceptance. In this current study, the researcher defines trust as an exchange the reliability between two parties within uncertain online activities, as through identifying its dimensions such as trusted transactions, reading data on the website concerning a bank’s legal compliance, offer of guarantees, exploiting brand reputation and reading customers’ comments. Therefore, it is hypothesized that:H1: Trust (TR) has a positive impact on the customer’s perceived usefulness toward acceptance of Internet banking.

Security and Privacy (SP)

In general, people show more concern about the use of banking services when the money became insecure. Numerous researchers (Mzoughi et al., 2007; Lee, 2009) debated consumer concerns about security and privacy. Perceived risk is a major part of consumers’ Internet banking decision-making process. The reason for such importance lies in the fact that, in the absence of any practical guarantee, the consumer cannot be certain that the bank will not resort to undesirable, opportunistic behavior, such as the violation of privacy, unauthorized use of credit card information, inequitable pricing or access to unauthorized transactions (Reichheld and Scheffter, 2000).

Some customers are afraid that they may make mistakes in their banking transactions when using a computer (Kuisma et al., 2007; Laukkanen et al., 2009). Additionally, it has also been reported that some bank customers fear hackers, who may access their bank accounts illegally (Poon, 2008). Thus, customers will be affected by the case of insecurity and concern about the privacy and control of their personal information. According to Laith (2015), the attack strategies and techniques can be divided into three main vectors that can be used against online banking systems, such as:

- Firstly, a credential stealing attack (CSA), is where fraudsters try to gather users’ credentials, either with the use of a malicious software or through phishing
- Secondly, a Channel Breaking Attack (CBA), involves intercepting the communication between the client side and the banking server, by masquerading as the server to the client and vice versa
- Thirdly, a content manipulation also called Man-in-The Browser (MiTB) attack; it takes place in the application layer between the user and the browser. The adversary is granted with privileges to read, write, change and delete browser’s data whilst the user is unaware about it

It therefore must protect the end users of online banking with multi-faceted security solutions that understands all the trends of hacking and gathering all the technologies that can ensure security for end
user’s data input, security for web browsing and security for the connection network used (Laith, 2015). He also suggested that the models adopted in online banking systems are based on several layers of security, consist of multi solutions and mechanisms which aim at protecting the online banking applications and the user’s data in the whole process, such as: Digital certificates, One-Time Password (OTP) tokens, Short message service (SMS), One-Time Password (OTP) cards, Browser protection, Device register Device identification, Pass-phrase, Positive identification and lastly Biometric authentication technology. Additionally, it is maintained that security protection systems have a significant effect on perceived trust (McKnight et al., 2004; Grewal et al., 2004; Kimery and McCord, 2006).

Banks should be planning to offer services that would protect customers against fraud arising from the misrepresentation of identities. Different studies assured that consumers who feel safer with the Internet are more likely to trust a certain website (Gefen et al., 2003). A study of Wakefield and Whitten (2006) maintained that security organizations could generate more trust for certain electronic traders, such as those offering banking services over the Internet. The transaction risk excludes when the banking institution’s success to deliver adequate privacy and secure online services to increase the trust of using Internet banking. As to support the statement, Mukhtar (2015) states that security in online banking services is important factor to change customers’ perception on internet banking from negative to positive. For this reason, the researcher therefore hypothesized that H2: Security and Privacy (SP) have a positive impact on the customer’s trust toward acceptance of Internet banking.

**Awareness of Services (AW)**

Gaining awareness is essentially influential for using Internet banking benefits and that this must be achieved correctly (Laith, 2017). According to Sathyhe (1999) and Al-Somali et al. (2009), awareness of the service has direct influence on user intention to use the technology. They added that low level of awareness is a critical factor in causing customers not to adopt online banking. H3: Awareness of online services (AW) and its benefits has a positive impact on the customer’s perceived ease of use toward the acceptance of Internet banking.

**Quality of Internet (QI)**

The quality of the Internet connection is a major ingredient for any web-based applications (Laith, 2017). With improper Internet connection, the use of Internet banking becomes impossible. The researcher assigns QI in the context of Internet banking as the ability to guarantee a certain level of data flow performance to lower customers’ concerns about the connection quality and the possibility of a poor connection constituting a risk to banking transactions. Thus, confirms that there is a significant relationship between the speed of the Internet and the use of Internet banking services. H4: Perceived quality of the Internet connection (QI) has a positive impact on the customer’s perceived usefulness toward the acceptance of Internet banking.

**Perceived usefulness (PU)**

(PU) is one of the most popular and important factors in the existing literature of online banking system (Guriting and Ndubisi, 2006; Jaruwachirathanakul and Fink, 2015). This importance of PU suggests that users are generally more likely to accept a system primarily because of the functions it performs, implying that the ease of use cannot compensate for a system that does not provide the required functionality (Davis, 1989). A study of Al-Somali et al. (2009) showed that perceived usefulness influence customer interactions with Internet banking and they suggested that perceived usefulness affects the adoption of Internet banking services. In this context, the researcher assigns PU in the context of Internet banking as the degree to which a user believes that using Internet banking system service would enhance banking services usability. H5: Perceived usefulness has a significant positive effect on the intention to use the Internet banking system.

**Perceived Ease of Use (PEU)**

This study suggests that the Internet banking system requires less effort to use, learn and train. Thus, the researcher determines PEU as the degree to which a user believes that using Internet banking technology would be free from effort. An empirical study conducted by Wang et al. (2003) shows that perceived ease of use has a direct significant positive effect on behavioral intention to use Internet banking. Gefen et al. (2003) further point out that perceived ease of use, trust and perceived usefulness are considered as significant determinants of online shopping. Based on TAM, a direct positive relationship has existed between PEU and PU and that leads to improved performance by saving effort needed to do the same work, which is proved by the increase in PEU (Davis, 1989; Adams et al., 1992; Venkatesh and Davis, 2000). Therefore, a new hypothesis is added:

H6a: Perceived ease of use has a positive impact on the intention to use the Internet banking system.

H6b: Perceived ease of use has a positive impact on the user’s perceived usefulness of the Internet banking system.
Furthermore, drawing on the relevant of previous researches conducted with TAM in predicting new acceptance technology, actual usage is often measured through Behavioral Intention (BI) (Davis, 1989; Jarvenpaa et al., 2000; Shih, 2004; Gumussoy and Calisir, 2009; Saleh and Steve, 2014) and therefore determines technology acceptance. Thus, it is theoretically justified to go along with previous studies to adopt the intention to use (IU) as an ultimate independent variable to test the framework of this study. According to Fig. 2 exemplifies the proposed model which forms the basis for further empirical analysis. It divides the dimensions of service quality which were hypothesized to influence the process of Internet banking acceptance.

**Research Method**

Having reviewed the literature and formulated the research hypotheses, the researcher now presents the specific methodology developed for the main study on the effect of factors generate in the research model. A research design is a plan, structure and strategy to obtain results of the main aim of the research study.

To achieve the purpose of the study, the researcher consistent with most of the studies undertaken in this domain to adopt a quantitative study in seeking respondents’ opinions. A survey questionnaire was formed based on literatures and information systems studies and then developed for testing hypotheses. Interval scaling in the form of a numerical scale was selected as the most appropriate to measure all variables of the study. In this scale, numbers are assigned to indicate order and measure distance in units of equal intervals (Zikmund, 2003). The Likert scale is accepted and treated as yielding interval data by most of researchers (Coldwell and Herbst, 2004). In this line, the study employed Likert-type scale questions. Each question could be answered by selecting 1-strongly disagree to 5-strongly agree, so in order to examine participants' responses about nature main factors that formed the proposed model.

While it is difficult to get responses from a whole population, this research employs an online survey for data collection in term of its benefits in saving time and expenses for researcher. A pop-up window with an invitation to participate in the survey was displayed to participants and further explained the purpose of this study to ensure confidentiality and privacy of the data collection process (Laith, 2017). Of the 500 surveys randomly distributed in the Jordanian community o obtain an enough required sample size. Four hundred and twenty-five usable responses were collected after the screening, yielding a response rate 85%. All respondents were bank customers with the expected age of 18 years or older.

 According to a survey, the questionnaire is split into three main sections. It initiates with the demographic section, which consist of questions that gather information about gender, age, level of education and income. The second section requested participants to provide background information on Internet usage. The last section contained items of different constructs in the hypothesized model to measure the study variables. Closed-ended questions were used in the survey to keep the context of the question same for all respondents (Frazer and Lawley, 2000) to lessen bias.

Participation was voluntary and data was collected anonymously. This study did not involve personal information about subjects. The introductory page explained the aims of the study purpose and invited each
receiver to participate in the survey. Their right to withdraw at any time during the survey was explicitly stated. Further, data collected from this research has been kept confidential. The next section presents the findings of the analysis.

Results and Discussion

The proposed hypotheses were examined within an online survey involving 425 banking customers residing in Jordan. Accordingly, the data model was refined through validation of the principal component analyses of hypothesized structure model statistically. A collected quantitative data was analyzed using selected tools of Statistical Package for Social Sciences (SPSS) to test and interpret the results of the data analysis. For instance, the descriptive statistics of the respondents' demographic characteristics were analyzed and presented first in Table 1 as shown below and then extract of other hypothesis analysis are presented next.

The empirical results suggest that the proportions of Internet banking usage were partially close for both genders, 47 percent of the respondents were female and the largest proportions (53%) of respondents were male. The largest proportion of constituting the dominant age category for young people 18-35 was (71%). Moreover, the survey respondents were generally well educated with (53%) holding bachelor degree and (29%) having postgraduate qualifications. This point out that all respondents have an education level sufficient to provide precise answers to the questionnaire. Based on the income, the largest proportion (45%) of respondents, were those earn 500-1000 JD monthly. The results also reveal that all subsamples use the Internet service with the largest proportion (99%) for 5 years of experience and more regardless of the nature location whether at home or workplace. Moreover, the findings also reveal that participants of this study generally have an experience of using Internet banking systems. This demonstrates that users who have a trust are likely to have a more positive usefulness of using Internet banking with a good quality of Internet connection are more likely to accept the system because of the functions it performs. Additionally, it also indicates that they are better prepared to provide accurate answers to serve the main purpose of the study.

In addition, reliability assessment was conducted to evaluate the Cronbach’s Alpha values for all items in the measure. All the measures used in the current study show an adequate reliability with Cronbach’s alpha values ranging between (71 and 84%), which beyond the barrier of (70%) as the lower limit of acceptability (Sekaran, 2000). This ensures that the items grouping of the respective variables are reliable and well-designed under the conditions of this survey. After examining the reliability of the measurement model, the next step was to assess the proposed theoretical model.

Relationship Testing

In line with the study objective, regression analysis was used to determine how the predictor variables could explain the dependent variable and therefore to empirically decide whether to accept hypotheses or not. Given that multicollinearity between latent variables might have a small but significant impact on the bias of path coefficients (Kristensen and Eskildsen, 2010), the author checked for potential multicollinearity among independent variables. A collinearity test revealed minimal collinearity with the Variance Inflation Factor (VIF) of all constructs ranging between 1.184 and 3.354. As a rule of thumb, it is most often recommended that the VIF value should be lower than 10.

Firstly, linear regression analysis was conducted and listed in Table 2 to reveal independent variable, that is, awareness of service contribute significantly to perceived ease of use ($\beta = 0.650, t-value = 4.289$). Meaning that users who have a good awareness about the nature of Internet banking are more likely to perceive the ease of using this technology. Further results also show that SP ($\beta = 0.599$) was statistically significant in the construct of trust.

As stated in the research model, there are more than one variable affecting the dependent variable. Multiple regression therefore is used to analyze the relationship between a single dependent variable and several independent variables (Hair et al., 2011). Table 3 presents the regression analysis output.

The result showed that PEU, QI and TR have a significant effect on perceived usefulness with different degree ($\beta = 0.422, 0.413, 0.392$, respectively). This significance states that users think that’s easy to use of Internet banking with a good quality of Internet connection are more likely to accept the system because of the functions it performs. Additionally, it also demonstrates that users who have a trust are likely to have a more positive usefulness of using Internet banking systems. This eventually confirms that Internet banking technologies that are perceived to be less complex and easier to use are more likely of being used by potential and current users.

In the meanwhile, the two TAM beliefs; PU ($\beta = 0.429$) and PEU ($\beta = 0.424$) were found to have positive and significant influence on intention to use Internet banking systems. The significance of PU in this study states that an individual’s perceived useful value of using Internet banking. Based on the model analysis, it must be mentioned that the overall model was reasonably fit and statistically significant inferences can be drawn to capture the customers’ perception towards the effects of service quality dimensions on the acceptance of Internet banking. Therefore, all hypotheses were accepted.
Table 1: Demographic characteristics of participants

<table>
<thead>
<tr>
<th>Items</th>
<th>Categories</th>
<th>Frequency</th>
<th>Percent</th>
</tr>
</thead>
<tbody>
<tr>
<td>Gender</td>
<td>Male</td>
<td>224</td>
<td>53</td>
</tr>
<tr>
<td></td>
<td>Female</td>
<td>201</td>
<td>47</td>
</tr>
<tr>
<td></td>
<td>Total</td>
<td>425</td>
<td>100</td>
</tr>
<tr>
<td>Age</td>
<td>18-25</td>
<td>160</td>
<td>38</td>
</tr>
<tr>
<td></td>
<td>26-35</td>
<td>142</td>
<td>33</td>
</tr>
<tr>
<td></td>
<td>36-45</td>
<td>73</td>
<td>17</td>
</tr>
<tr>
<td></td>
<td>Above 45</td>
<td>50</td>
<td>12</td>
</tr>
<tr>
<td></td>
<td>Total</td>
<td>425</td>
<td>100</td>
</tr>
<tr>
<td>Education</td>
<td>High school</td>
<td>75</td>
<td>18</td>
</tr>
<tr>
<td></td>
<td>Bachelor degree</td>
<td>227</td>
<td>53</td>
</tr>
<tr>
<td></td>
<td>Master degree</td>
<td>85</td>
<td>20</td>
</tr>
<tr>
<td></td>
<td>Doctoral degree</td>
<td>38</td>
<td>9</td>
</tr>
<tr>
<td></td>
<td>Total</td>
<td>425</td>
<td>100</td>
</tr>
<tr>
<td>Income</td>
<td>Less than 500 JD</td>
<td>161</td>
<td>38</td>
</tr>
<tr>
<td></td>
<td>500-1000 JD</td>
<td>192</td>
<td>45</td>
</tr>
<tr>
<td></td>
<td>1000-2000 JD</td>
<td>51</td>
<td>12</td>
</tr>
<tr>
<td></td>
<td>Above 2000 JD</td>
<td>21</td>
<td>5</td>
</tr>
<tr>
<td></td>
<td>Total</td>
<td>425</td>
<td>100</td>
</tr>
<tr>
<td>Have you ever used the Internet before?</td>
<td>Yes</td>
<td>425</td>
<td>100</td>
</tr>
<tr>
<td></td>
<td>No</td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>Total</td>
<td>425</td>
<td>100</td>
</tr>
<tr>
<td>How many years you have been using the Internet?</td>
<td>&lt;1</td>
<td>1</td>
<td>1</td>
</tr>
<tr>
<td></td>
<td>1-4</td>
<td>3</td>
<td>1</td>
</tr>
<tr>
<td></td>
<td>≥ 5</td>
<td>422</td>
<td>99</td>
</tr>
<tr>
<td></td>
<td>Total</td>
<td>425</td>
<td>100</td>
</tr>
<tr>
<td>Where do you use the Internet from?</td>
<td>At home</td>
<td>238</td>
<td>56</td>
</tr>
<tr>
<td></td>
<td>At workplace</td>
<td>187</td>
<td>44</td>
</tr>
<tr>
<td></td>
<td>Total</td>
<td>425</td>
<td>100</td>
</tr>
<tr>
<td>Have you ever used Internet banking system before?</td>
<td>Yes</td>
<td>425</td>
<td>100</td>
</tr>
<tr>
<td></td>
<td>No</td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>Total</td>
<td>425</td>
<td>100</td>
</tr>
</tbody>
</table>

Table 2: Linear regression analysis

<table>
<thead>
<tr>
<th>Path coefficients in the theoretical model</th>
<th>t-value</th>
<th>Beta coefficient</th>
<th>$R^2$</th>
<th>Sig.</th>
<th>Hypothesis</th>
</tr>
</thead>
<tbody>
<tr>
<td>AW→PEU</td>
<td>4.289</td>
<td>0.650</td>
<td>0.422</td>
<td>0.000</td>
<td>Supported</td>
</tr>
<tr>
<td>SP→TR</td>
<td>4.989</td>
<td>0.599</td>
<td>0.358</td>
<td>0.001</td>
<td>Supported</td>
</tr>
</tbody>
</table>

Table 3: Multiple regression analysis

<table>
<thead>
<tr>
<th>Path coefficients in the theoretical model</th>
<th>t-value</th>
<th>Beta coefficient</th>
<th>$R^2$</th>
<th>Sig.</th>
<th>Hypothesis</th>
</tr>
</thead>
<tbody>
<tr>
<td>PEU→PU</td>
<td>7.958</td>
<td>0.422</td>
<td>0.598</td>
<td>0.001</td>
<td>Supported</td>
</tr>
<tr>
<td>TR→PU</td>
<td>9.437</td>
<td>0.392</td>
<td>0.604</td>
<td>0.001</td>
<td>Supported</td>
</tr>
<tr>
<td>QI→PU</td>
<td>9.214</td>
<td>0.413</td>
<td>0.604</td>
<td>0.001</td>
<td>Supported</td>
</tr>
<tr>
<td>PEU→IU</td>
<td>8.476</td>
<td>0.424</td>
<td>0.604</td>
<td>0.001</td>
<td>Supported</td>
</tr>
<tr>
<td>PU→IU</td>
<td>9.968</td>
<td>0.429</td>
<td>0.604</td>
<td>0.001</td>
<td>Supported</td>
</tr>
</tbody>
</table>

Conclusion and Recommendation

The study validates the constructs of TAM that are used in many studies in developed countries with a little variation, by using it in a different context. Further, the study successfully confirms the applicability of extension TAM in the Arab world, specifically in Jordanian context to evaluate the direct effects of service quality dimensions on the acceptance of the Internet banking practice.

Generally, the unique environment in which data was collected affects the theoretical framework for this study. So that, the author assigns the extension TAM to understand the user behavior across a broad range of technology users as through of explaining the relationship between different explanatory variables. The analysis presented here is based on a sample of respondents and considers the impact of all mentioned dimensions of service quality variables such as (TR, SP, QI, AW) on the behavioral intention to accept use the
Internet banking systems. A regression analysis has been used to pinpoint the determinants of the acceptance status based on the responses of the survey.

The study show that the most effective challenges include: Security and privacy within the hypothesis and that $R^2$ equals 35.8% in this research model for using Internet banking systems. For security enhancements, banks may enhance online services to their customers with add-on security procedures or means for reducing perceived risk, as it clarified in section 3.2. Trust building strategies could be developed by bank managers to reduce uncertainty involved in Internet banking system. For instance, money refund guarantees in case of fraud have also shown themselves to be a strong generator of trust. In this sense, a high standard of security and privacy systems are likely to increase trust users in using the Internet banking system. The issue of security and privacy therefore are a continuous challenge in the banking sectors.

In the end, perceived usefulness (PU) is recognized as the most powerful factor among all other variables in shaping the users’ intentions to perform online banking transactions. It has been documented that a high level of perceived security in the digital environment is fundamental to foster further acceptance of Internet banking. Notably, since customer trust is hard to obtain and easy to lose, Banks should strive to maintain these dimensions were mentioned in this study to provide Internet banking in a proactive manner.

The implication of this study can be abridged as follows. First, this study proposed a framework based on an extension of (TAM) model in one of developing countries; namely Jordan. This framework can be used to predict the behavioral intention to use banking information system based on service quality dimensions towards a better understanding of banking services progression and introduce several improvements in the future. Moreover, this study contributes to the efforts to empirically validate TAM in the Arab world to raise the contribution of literature in human interaction with online systems.

This study is not free of limitations. First, the research framework was designed to be used and tested with Internet banking settings. Further studies could replicate this study in other online domains to validate the model across other web-based industries, such as apps of banks on smartphone and e-government system. A cross-sectional design technique is adopted in the study that does not show how the individual's behavior may change over time. Future studies therefore could focus on longitudinal research that could be more suitable in predicting behavior over time and hence facilitating comprehensive understanding of the relationships between variables.

To conclude, the study explores that individuals who are better educated and more familiar with the Internet are indeed more positively inclined towards using Internet banking. Consequently, the banking industry is constantly developing and service delivery is still changing. Therefore, in order to be successful, it is important to design a competitive strategy based on service quality and diversity and finding methods of evolving lasting beneficial services and fill gaps between service performance and customer expectations.
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